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Abstract
Malign foreign state and non-state actors employ intricate strategies to manipulate elections, including in Europe. This study sets out the toolbox of malign actors affecting the EU. It delves into financial incentives, information manipulation, and cyber interventions, all while spotlighting Russia and China’s roles.
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EXECUTIVE SUMMARY

Background
The Authority for European Political Parties and European Political Foundations (APPF) contracted the Association for International Affairs (AMO) on 31 March 2023 to prepare a study on foreign interference tools capable of harming EU democratic processes.

Aim of the study
- to identify and provide a comprehensive picture of the toolbox used by malign non-EU actors to influence and interfere with democratic processes inside the European Union, with a focus on the European electoral context (including the run-up and aftermath of the actual 2024 European elections) but not limited thereto. The scope of the malign toolbox to be identified comprises, but is not limited to, potential financial, cyber and information manipulation and disinformation tools.

Main Findings
This study delves into the issue of external interference in European elections, highlighting the persistent attempts by malign foreign state and non-state actors to manipulate electoral processes. These interference efforts are driven by the allure of relatively low-cost, high-impact methods that aim to create doubt, suspicion, instability, and division within societies. With numerous cases demonstrating these interference attempts, it is unrealistic to expect the upcoming 2024 European elections to be immune. While acknowledging the persistent threats, it’s essential to recognize that there are safeguards in place to counter external interference in European elections, including enhanced information campaigns, election monitoring, and collaborative efforts with tech companies to detect and mitigate disinformation and cyberattacks.

The European Parliament election, consisting of 27 individual elections across the continent, is particularly susceptible to external interference due to its complexity and the potential for a single successful attack in one country to cast doubt on the entire process. Early indicators like DDoS attacks and social engineering tactics suggest the attractiveness of the European elections as targets for malign foreign actors. The ongoing support for Ukraine by EU and NATO countries further raises Europe's profile as a focal point for electoral interventions.

Methods used by foreign malign actors to intervene in elections include financial avenues such as the funding of political parties, politicians, and campaigns, as well as engaging in vote buying, incentivising voters, and leveraging diasporas on behalf of third countries. These direct approaches may be accompanied by orchestrated information manipulation campaigns, including dissemination of disinformation and employing intimidation tactics against critical voices. Malign foreign actors also target the voting process through ‘hack and leak’ campaigns, DDoS attacks, or compromising electoral infrastructure. Their strategies evolve over time, as they learn from one another's approaches.
Russia and China stand out as key players in electoral interventions across different dimensions. Russia has a history of sowing discord in Europe’s elections, while China’s involvement is a more recent development, focusing on presenting its authoritarian government in a positive light. Russia employs disruptive tactics, while China emphasises discourse power and attempts to coerce rather than confound. Although both Russia and China engage in election interventions, the former is still more advanced. Nevertheless, a convergence of factors, including Beijing’s interest in undermining the US-EU relationship and its track record of amplifying Russian disinformation, endows China with the capacity to evolve into a noteworthy concern over time.

Attribution is complex, and governments may be hesitant to publicly name culprits of electoral interventions due to political ramifications. Although various legislative measures have been implemented to counter interventions, their efficacy hinges on a collaborative effort encompassing society as a whole. A comprehensive strategy involving transparency, resilience, and societal engagement is vital to safeguard the integrity of European elections.
1. INTRODUCTION

Foreign interference in democratic processes has become a growing concern in recent years. Malign foreign state and non-state actors have been reported to engage in sophisticated operations to manipulate public opinion, fabricate and spread disinformation, support selected candidates or political parties before elections in order to promote their goals, and coerce or discourage others from running for public offices. This intricate web of interference activities has unveiled a new dimension of challenges that democracies across the globe must confront in order to preserve the integrity of their electoral systems and ensure sovereign control over their domestic affairs.

As the phenomenon of foreign interference continues to permeate on a global scale, there is an inevitability to its impact on the European Union (EU) and its member states. A series of documented attempts to undermine democratic processes within the EU underline the urgency of the matter. In light of the impending 2024 elections, the report released by the European Parliament's Special Committee on foreign interference in all democratic processes in the European Union, including disinformation (INGE 2), has warned against the potential interference and orchestrated information manipulation that may lie ahead.¹

Electoral interventions by third countries carry a host of detrimental consequences that can undermine the integrity of democratic processes and compromise the sovereignty of nations. Foreign electoral interventions disrupt the fundamental principle of self-determination, as they seek to impose external interests on a nation's electoral outcomes, eroding the democratic sovereignty of the targeted country. At the same time, the perception that electoral outcomes are influenced by external actors erodes public trust in the democratic process, leading to disillusionment and potentially a reduction in political participation. Consequently, it undermines the credibility of elected representatives. An intervention may result in the election of representatives who prioritise foreign interests over domestic needs, and, in extreme cases, it may create economic dependence on the intervening country, subsequently compromising a nation’s ability to formulate policies independently.

This study scrutinises the multifaceted landscape of foreign electoral interference, drawing attention to their past manifestations and potential consequences. Its objective is to present European and national decision-makers with a comprehensive analysis of the tools used by malign foreign actors, drawing upon documented cases of interventions in election processes worldwide with a view to formulate policy responses. While it primarily takes an actor-agnostic approach, it closely examines electoral interventions conducted by actors affiliated with the Russian Federation and the People’s Republic of China. In several cases it also sheds light on some activities of other powers, offering additional examples to illustrate the plethora of forms

electoral interventions can take. Finally, the likelihood of the described tactics, techniques and procedures (TTPs) being utilised before and after the European elections in June 2024 is assessed.

In this study, foreign electoral interference is understood as ‘intentional covert or overt attempts by state or non-state actors to influence electoral processes or public perceptions in order to advantage or disadvantage election contestants in another sovereign country’. The objectives of electoral interventions need not invariably assume an overtly ambitious trajectory, characterised by endeavours like orchestrating regime overthrows. Rather, the propagation of the polarisation of societies, instigating disorder and the erosion of confidence in democratic mechanisms suffice as attainable aims. Empirical studies, notably those conducted by Tomz and Weeks, attest that even seemingly modest instances of electoral intervention have the capacity to ‘divide and demoralise the country’.

Foreign interference in electoral processes is certainly not a novelty. It spreads over centuries, transcends the confines of a singular international actor and has exhibited a pervasive presence across diverse geopolitical contexts. Bubeck and Marinov identified electoral interventions in 52% of elections and partisan interventions geared towards specific candidates in 33% of elections spanning from 1945 to 2012, encompassing a comprehensive analysis of electoral processes in over a hundred countries. In short, interventions have undeniably constituted a component intrinsic to electoral landscapes, one which has to be anticipated and countered within democratic processes.

While evidence has become increasingly available for more distant historical periods, it is obvious that the termination of the Cold War did not put an end to electoral interventions. To the contrary, they continue to be performed frequently. This trend can be demonstrated by Russia’s intervention into the US presidential election in 2016, which has been well-documented and

---


The 2018 US midterm election\textsuperscript{8} and the 2020 US presidential election\textsuperscript{9} were also reported to have been targeted by malign foreign actors. While the US election cycles, with the US being the dominant power in the international system, may have ‘naturally’ attracted attention, Europe has not been exempted from attempts to intervene in its elections. Examples include the alleged intervention into the UK referendum on Brexit,\textsuperscript{10} Russia’s involvement in the 2016 coup attempt aimed at preventing Montenegro from joining NATO,\textsuperscript{11} the 2018 Macedonian referendum,\textsuperscript{12} as well as the 2017 presidential election in France,\textsuperscript{13} the German general election in the same year\textsuperscript{14} and others.\textsuperscript{15}

Moreover, electoral interventions by malign foreign actors, exemplified by Russian and Chinese state and non-state entities, have expanded their geographical scope. Russia reasserted its presence in regions relinquished shortly after the end of the Cold War – a reality exemplified by


its renewed engagement in elections on the African continent.\textsuperscript{16} China has ventured into territories hitherto unexplored, as evidenced by its emergent foray into electoral interventions within, for instance, Canada.\textsuperscript{17}

All these trends have been reinforced by the digitalisation of elections, the proliferation of social media networks, and the popularity of online communication channels which have exponentially expanded the avenues through which malign foreign actors can infiltrate and manipulate public opinion and electoral processes. The inherent vulnerabilities within these digital landscapes, such as the rapid dissemination of information, the blurring of authentic sources, and the ease of fabricating content aimed at harming political parties or candidates, present an enticing terrain for interveners to exploit. Furthermore, the interconnectedness fostered by online communication has amplified the ripple effects of interventions, enabling their resonance across communities and borders with unprecedented speed and efficacy.

Simultaneously, the utilisation of the digital landscape provides interveners with a conduit for plausible deniability, owing to the inherent difficulty and complexity of attribution, as exemplified by the case of the Brexit referendum. Even in instances where an intervention fails to yield the desired electoral outcome,\textsuperscript{18} it can still compel the targeted state to respond, manifesting as the exposure of the intervention attempt, public condemnation, or even countermeasures, such as sanctions against implicated entities. This imperative for responsive action demands a substantial allocation of the targeted state's financial and human resources.

Consequently, electoral interventions emerge as a low-cost, potentially high-gain form of interference, as their repercussions do not elicit the more robust or direct responses to intervention, such as military. At the same time, the capacity of electoral interventions to accentuate polarisation and erode trust in democratic processes within the recipient nations is significant. For these reasons, it is foreseeable that electoral interventions will persist as a prominent instrument within the arsenal of malign foreign state and non-state actors.

A note regarding the rationale behind focusing on Russia and China, though not limiting the study to only these two powers, is warranted at this point. In broad terms, countries engage in election interventions with the aim of cultivating an environment conducive to promoting their strategic, political, and economic objectives. Russia, in particular, holds the belief that election


\textsuperscript{18} These outcomes may be, in fact, quite common. Levin writes that there were 64 successful partisan electoral interventions and 53 unsuccessful interventions from 1946 to 2000. Of these successes 24 (38 %) were overt and the remainder were covert. The US succeeded in 52 of its electoral interventions and failed in 29 of them. The Soviet Union/Russia succeeded in 12 of its electoral interventions and failed in 24. See Levin, D. H., ‘Will You Still Love Me Tomorrow? Partisan Electoral Interventions, Foreign Policy Compliance, and Voting in the UN’, International Interactions, Vol. 47, No. 3, 4 May, 2021, p. 457.
interference is merely a pursuit undertaken by all governments to further their interests.\(^\text{19}\) However, it's important to note that both Russia and China are governed by leaders who perceive their countries to be enmeshed in an information conflict with western counterparts.\(^\text{20}\) ‘Sowing chaos’ and divisions within western societies, \(^\text{21}\) undermining the credibility of western democracy\(^\text{22}\) by eroding the democratic institutions, processes and civil society organisations, \(^\text{23}\) ‘challenging the western democratic system in the eyes of transitioning democracies’ and ‘undermining the transatlantic alliance and the European project’ \(^\text{24}\) are all perceived as a proportional response to the alleged interference by western nations, particularly the United States, in the domestic affairs of Russia and China.\(^\text{25}\)

The Australian Strategic Policy Institute (ASPI) report on cyber-enabled election interventions asserts that ‘many of Russia’s efforts remain focused on Europe.’ According to the report, Russia intervened in 20 European elections, including the 2019 European Parliament election and seven referendums.\(^\text{26}\) Given the historical backdrop replete with instances of electoral interventions by the USSR/Russia in Europe, coupled with the EU’s enforcement of sanctions as a response to Russia’s invasion of Ukraine, the potential for further interventions within the EU’s democratic framework from Russia is palpable.

---

19 Sherman, J., ‘Changing the Kremlin’s Election Interference Calculus’, The Washington Quarterly, Vol. 45, No. 1, 2 January, 2022, p. 120.


Likewise, China seems to hold similar views towards dangers posed to its regime by the West.\textsuperscript{27} Yet in the domain of election interventions, in comparison to Russia, China is a relative latecomer. Regarding cyber-enabled interventions, experts agree that while Russia presents a more imminent threat than other state actors, it is China who is more threatening in the long run.\textsuperscript{28} This is due to the fact that Beijing’s cyber activities are driven by different motivations than Russia’s. While Russia seeks to ‘only’ sow discord, China wants to ‘reshape the international system conforming to its ideology’\textsuperscript{29} and ‘elevate its authoritarian approach as superior to western democracy’.\textsuperscript{30}

It is again in the realm of information manipulation, where China’s interference within European contexts, manifestly inspired by Russia’s tactics, is prominently evidenced as illustrated by the dissemination of COVID-19 origin-related disinformation\textsuperscript{31} across Europe as well as the circulation of Russia’s standpoint\textsuperscript{32} regarding the causes of war in Ukraine. Moreover, China has displayed increasing adeptness in harnessing algorithms and orchestrating social media campaigns, as exemplified by its involvement in the 2000 Taiwan elections. In a significant development, Twitter (now X) disclosed in October 2022 that it had discontinued multiple China-linked accounts which posted inflammatory content about the 2020 US elections, including false claims of election rigging and right-wing extremist content which alluded to the QAnon conspiracy theory.\textsuperscript{33}


\textsuperscript{32} Karásková, I., et al., Backing Russia on Ukraine: China’s Messaging in Central and Eastern Europe, Association for International Affairs (AMO), Prague, Czech Republic, May 2022.

China’s (cyber-enabled) electoral interventions have already encompassed no fewer than 10 elections in seven distinct countries, primarily concentrated within the Asia-Pacific region. Since the 1996 Taiwan missile crisis, which was aimed at intimidating the Taiwanese electorate ahead of the presidential elections, China’s strategy and tactics in electoral interventions have undergone a noteworthy evolution, reflecting a strategic shift in its objectives and methods. Initially focused on curbing the ‘separatism’ of Taiwan, China’s approach has progressively evolved to encompass the broader goal of undermining the credibility of democratic processes and capitalising on cultural divisions within societies. These goals are similar to Russia’s and Iran’s. The transition in objectives has been accompanied by a distinct transformation in tactics. While early electoral interventions were characterised by the overt display of hard power, such as missile exercise in the Taiwan Strait in 1996, China has gradually transitioned towards employing more sophisticated and covert methods of interference. This shift underscores China’s recognition of the limitations of overt military displays and the efficacy of subtler manoeuvres in achieving its objectives in the realm of electoral influence.

Notably, empirical evidence regarding Chinese election interventions within Europe remains limited in open-source data. Plausible explanations encompass the possibility that China’s interest in influencing European election outcomes itself may be limited. Equally possible is that such interventions have occurred but have yet to be unearthed or reported. An alternative hypothesis posits that China’s interventions may have occurred but without the requisite magnitude to trigger a response, with counterintelligence agencies remaining vigilant, albeit without public disclosure of pertinent information. However, there is no doubt that China has already demonstrated its capability and resolve to meddle in electoral processes across different global contexts. It is our responsibility to take under careful consideration the possibility that China might decide to intervene in the upcoming 2024 European elections. Ignoring this potential scenario would constitute an act of negligence.

The shared underpinning of electoral interventions resides in the manipulation of people, extending beyond the mere manipulation of the systems people engage with. Authoritarian regimes present to the world a story portraying Western democracies as flawed and corrupt. By doing so, they erode trust in democratic processes in the targeted countries and, at the same time, increase the likelihood that their own population will not seek change. A remedy lies in


36 For the discussion on lack of information on electoral interventions shared by counterintelligence agencies with the public, see Chapter 2.2.

increasing the transparency and resilience of the electoral processes in democracies, and, simultaneously, increasing the costs for interveners. This study aims to help by raising awareness about how malign foreign state and non-state actors might intervene in European elections. This way, both decision-makers and the public can be better prepared. As the saying goes, sunlight is often the most effective disinfectant.
2. HOW MALIGN FOREIGN ACTORS INFLUENCE ELECTIONS

The following chapter focuses on three types of potential election interventions that the authors believe could occur on the eve of the 2024 European elections – (1) financial incentives provided by malign foreign state and non-state actors, (2) information manipulation and (3) cyber-enabled interference in elections. While, for the sake of clarity, the study treats these types of election interventions as separate, in reality they often are interlinked. For instance, spear phishing may provide an interener with sensitive information which may then be used in operations aimed at harming a political candidate, while the malign foreign actor provides financial and media support to the rival contestant.

In this context, it’s noteworthy that instances of electoral intervention seldom transpire without the awareness and active collaboration of the political candidate involved. Furthermore, such interventions commonly entail a reciprocal arrangement, wherein the candidate commits to certain policies in return for the interener’s assistance in securing or maintaining their position. The transactional nature of partisan electoral intervention implies that it can lead not only to the emergence of a political representative aligned with the interener’s interests but also potentially yield lasting repercussions on the policies of the targeted nation.

Thus, from among the three domains explored within the purview of this study – namely, financial instruments, information manipulation, and cyberattacks – it is the allure of financial incentives that the authors identify as the most concerning and unsettling. Information manipulation, while capable of bolstering a candidate’s electoral prospects, assumes a more pivotal role in fostering heightened social tensions and sowing the seeds of public mistrust. In contrast, the prospect of altering an election’s outcome solely through cyber operations remains improbable.

Similarly, it’s not necessarily a given that the candidate benefiting from these actions would be knowledgeable about information manipulation and cyberattacks. The very nature of these tactics allows for a level of deniability. On the other hand, it may be more difficult (though not impossible, as the following sub-chapter demonstrates) to conceal the acceptance of financial incentives by a candidate or a party.

2.1. Financial interference

2.1.1. Background

Through the provision of financial support to a candidate or political party, malign foreign actors wield the capacity to exert influence and advance specific policy agendas. They may retain a significant leverage over candidates well beyond election. Thus, the provision of financial

---
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incentives to political parties and candidates by third countries raises significant ethical and political concerns.

Accepting financial support from third countries can lead to an erosion of a country’s ability to set its own policies, create a dependency on foreign donors, fuel corruption, and potentially lead to compromised decision-making. Considering the high costs tied to running election campaigns, providing financial support can give a supported candidate a substantial advantage. This assistance can upset the balance that domestic campaign finance laws – which regulate and sometimes limit the kinds and amounts of financial support candidates receive – aim to establish. As a result, the foreign financial incentives distort the level playing field in the electoral process.

While significant attention has been paid to political parties or representatives at the national level, less attention has been devoted so far to regional and local levels, where an understanding of the pitfalls associated with financial offers made by third country actors remains limited. Notably, China’s strategic overtures for political influence frequently target officials at the provincial and municipal levels, a factor that accentuates the significance of these under-regulated strata in the context of electoral interventions and the need to approach the issue of countering election interventions via financial means in a holistic way.

An intervener’s strategic focus on provincial or municipal tiers of governance can be fortified through the adroit utilisation of ethnic diasporas. While the tactical deployment of this approach by Russia appears to be relatively subdued, possibly attributed to potential electoral reservations pertaining to regions such as Central and Eastern Europe, where Russian descent might not be greeted favourably by the electorate, China has exhibited an inclination to actively leverage its own ethnic and diasporic enclaves. Reports have emerged documenting China’s engagement in incentivising Chinese communities abroad to champion politicians who espouse pro-China stances, orchestrating multifaceted campaigns spanning both offline and online domains to bolster selected candidates, and, in some instances, resorting to influencing electoral outcomes through the acquisition of votes (see Chapter 2.1.2). This calculated manoeuvring underscores China’s adeptness at exploiting its diaspora as a potent instrument for shaping foreign political landscapes in alignment with its strategic interests.

Lastly, a linked concern pertains to the utilisation of geoeconomics by third countries, which can either advance or hinder the prospects of a preferred political candidate or party. This situation encompasses scenarios where offers to establish trade relationships, facilitate transport and communication channels, provide advantages to the candidate’s electoral support base, or

---


conversely, issue threats of disinvestment from the country, come into play. This tactical dimension is exemplified in instances like Russia’s utilisation of gas in relations with Europe or China’s policies of aligning economic interests with political influence through the Belt and Road Initiative (BRI). China has been willing to utilise geoeconomics as exemplified by its imposition of sanctions affecting trade with Australia, following Australia’s calls for an independent investigation into the origins of COVID-19, or the imposition of trade barriers against Lithuania due to the establishment of the Taiwanese Representative Office in Vilnius. The underlying rationale guiding the implementation of these robust economic measures such as trade sanctions and the establishment of trade barriers, is to impose repercussions on an entire country for the actions of its political representatives which China perceives as unfavourable.

A distinct and notable scenario arises when companies operating within the intervener’s market become the focal point. In this case, the intervener may strategically ‘outsource’ pressure on political representatives to be executed by other entities. Such tactics are based on an assumption that the impacted entrepreneurs, motivated by safeguarding their business interests, will exercise influence over their own domestic political representation to prevent adverse repercussions on their enterprises. In these cases, the targeted entity is not a candidate or party but an enterprise with which a candidate or party is involved, or financially dependent on.

2.1.2. Methods

This sub-section delves into the realm of financial mechanisms employed for electoral interventions. While the purview of this concept may be extensive, this study purposefully hone in on a specific dimension: the financing of political parties, candidates and campaigns, incentives provided to an electorate, utilisation of diasporic communities, and the practice of vote buying. Other plausible avenues of influence, such as the sponsorship of cultural and religious endeavours, or rendering aid, are intentionally omitted from this study. While these


46 The subject under consideration is frequently brought up in discussions regarding German companies operating within the Chinese market. However, it’s essential to note that similar instances have arisen, such as the perceived potential harm to Czech companies in China due to the visit to Taiwan by the Czech Senate President. This strategic approach was built upon the assumption that businesses with vested interests in the Chinese market would take measures to ensure that the Czech politician refrained from taking any actions that could be interpreted as provocative towards China. For more insights into this topic, see Karásková, I., et al., *China’s Sticks and Carrots in Central Europe: The Logic and Power of Chinese Influence*, Association for International Affairs (AMO), 2020. For a detailed analysis of how Taiwanese businesses in China are leveraged during Taiwan elections, see Wilson, K.L., ‘Strategic Responses to Chinese Election Interference in Taiwan’s Presidential Elections’, *Asian Perspective*, Vol. 46, No. 2, March 2022, pp. 255–277.
aforementioned avenues have undoubtedly been pursued to support particular candidates in the past, their comprehensive consideration would dilute the study’s focal objective. This objective is to pinpoint the most salient and concerning facets of election interventions that are likely to manifest within European electoral contexts.

- **Financing political parties and candidates**

Election interventions via financial means are often facilitated through mechanisms such as direct donations, loans, or other financially advantageous transactions conducted at both central as well as local government levels. The issue is far from academic, as well-documented examples from the European context show. Russia, for instance, extended significant financial means to notable political recipients, including the National Front in France, the Five Star Movement in Italy, and the Syriza Party in Greece.

The European Union acknowledges the challenges posed by donations from third countries to political parties and candidates. Regulation (EU, Euratom) 1141/2014 prohibits European political parties and foundations from accepting donations or contributions that lack transparency, including anonymous sources. Similarly, the regulation extends its purview to preclude the acceptance of financial support from public authorities either within Member States or third nations, as well as from enterprises subject to the direct or indirect sway of such public entities, owing to ownership, financial engagement, or governing principles. Correspondingly, the regulation also mandates the exclusion of contributions from private entities domiciled in third countries, as well as from individuals not endowed with the right to partake in European Parliament elections.

Nonetheless, at the national level within several EU member states, a comprehensive prohibition of third-country donations has not been uniformly enacted. While all EU member states have adopted regulations regarding the reporting and public disclosure of donations, conditions for reporting and disclosure vary. Moreover, donations to political parties may come not just in a monetary form, but rather contributions in-kind, such as buying media space for promotion of a


selected candidate or a party.\textsuperscript{51} This conduct, while not illegal, can still distort the election environment.

While a majority of EU member states have full or partial bans on foreign donations to political parties and candidates, political figures may find loopholes and creative ways of circumventing the regulations.\textsuperscript{52} A case in point may be the allegations that a national political party in Italy had sought millions of euro from Russian investors via a secret oil deal.\textsuperscript{53} According to the allegations, an associate of that party’s leader met with unidentified Russians in Moscow’s Metropol hotel and discussed a deal in which Russia would sell 3 million tonnes of diesel to an Italian company Eni, from which the money could be diverted.

Similarly, while France bans foreign donations to political parties, the regulation does not prohibit loans. In 2014, a national political party in France obtained a loan of EUR 9 million from the Moscow-based First Czech Russian Bank. The acquisition of the loan coincided with Russia’s annexation of Crimea and there were accusations that the stances presented by the National Front on Crimea echoed Russian talking points.\textsuperscript{54} Emmanuel Macron cited the loan in his campaign, accusing Marine Le Pen of siding with Russia, when he said: ‘When you speak to Russia, you are not speaking to any foreign leader, you are talking to your banker.’\textsuperscript{55}

In Germany, which has strict rules on the funding of political campaigns from outside of the EU, the media caused a stir by reporting that three members of one national political party flew to Moscow on a jet provided by a donor during the 2017 campaign.\textsuperscript{56}

Russia has gained unequivocal notoriety for its extensive utilisation of financial instruments and in-kind contributions offered by actors with links to the state to bolster political parties or individual candidates on a global scale. This strategic approach has caught the attention of the international community. A notable disclosure came from the US State Department, which


highlighted findings from the 2022 US Intelligence Review. This report revealed that Russia had clandestinely channelled a sum of at least USD 300 million towards political parties, government officials, and politicians across over two dozen countries, commencing from 2014.57

While Russia's use of financial tools has garnered much of the international attention, it is crucial to acknowledge that China has also been steadily intensifying its engagement in this arena, mostly in the countries of Asia-Pacific. Notably, China's interventions hold a significant foothold in Taiwan, where China capitalises on linguistic and cultural similarities. This positions Taiwan as a recurrent target for Chinese interventions and enables the study of China’s adept utilisation of economic leverage through a nuanced framework of rewards and punishments offered to both the Taiwanese electorate and political parties. By deftly applying this ‘carrots and sticks’ paradigm, China restricts benefits to candidates perceived as independence-leaning, while favouring those aligned with its interests.58

The cases of China’s funding around Taiwanese political parties offer a glimpse of China’s tactics, though it does not follow that the same pattern is used elsewhere. In 2019, Taiwanese retired military officer Luo Wen-shan was sentenced to two years and six months in prison for accepting nearly TWD 10 million in political contributions and donations to be used to buy media ads on behalf of an organisation Luo chaired and in support of Kuomintang (KMT) presidential candidate Ma Ying-jeou.59 This shows how domestic organisations may be utilised to obscure the source of funding and empower preferred candidates during campaigns.

Australia encountered a noteworthy episode in 2019, described as a perceived endeavour to infiltrate the nation’s parliament. This case, featuring Liberal party member Nick Zhao, reportedly involved an offer of AUD 1 million from Chinese operatives with the aim of influencing electoral outcomes.60 Nick Zhao was discovered dead in a hotel room shortly before a scheduled court appearance, where he purportedly intended to disclose information about the fraudulent offer and the associated financial arrangements.61

Allegations of potential Chinese electoral interventions have reverberated within the political landscape of Canada as well. This particular instance echoes the recurring theme of limited transparency, stemming from authorities' reluctance to divulge intelligence due to its sensitive


nature. The core of these allegations emerges from leaked intelligence reports, which assert that
Chinese diplomats and their proxies situated within Canada attempted to manipulate election
outcomes. Reportedly, the Chinese government employed covert channels to extend secret
funding through its Toronto consulate to a cohort of 11 candidates who contested the 2019
federal election. This included discreet financial transfers made ‘through intermediaries to
candidates affiliated with the Chinese Communist Party (CCP), placing agents into the offices of
MPs in order to influence policy, seeking to co-opt and corrupt former Canadian officials to gain
leverage in Ottawa, and mounting aggressive campaigns to punish Canadian politicians whom
the People’s Republic of China (PRC) views as threats to its interests’.

- **Financing political campaigns**

Comprehensive revelations concerning financial transactions directed towards financing political
campaigns in Europe from third countries are rare. A notable exception, shedding some light on
Russia’s tactics, is a 2023 report published by the National Assembly. According to the report,
‘François Bayrou confirmed in 2004 that Russian nationals had offered to “pay all of his campaign
expenses” during the 2002 presidential election.’ Also, in 2016, an adviser to Jean-Luc Mélenchon
was ‘offered EUR 500 000 in cash for the latter’s campaign’ by an officer of the GRU, the Russian
military intelligence service.

Indeed, a notable trend observed in numerous analytical reports is the avoidance of overtly
alleging direct financial entanglements between political parties in Europe and malign foreign
actors. This restrained stance can be attributed, in part, to the reluctance of authorities to divulge
sensitive information that underpins such allegations. Moreover, the intricacies of detecting and
attributing responsibility to the culprits present significant challenges, further complicating the
ability to definitively pinpoint instances of foreign financial influence on domestic political
processes. When it comes to Russia’s support of the European far right, Ramos and Raab observe:
‘It is suspected that Russia is quite involved with the campaigns, but is clever about skirting the
strict party-funding laws, such as using in-country contacts or bank transfers in Switzerland.’

Indeed, the contact is often made via an intermediary. One such example was an offer of USD
500 billion made to the Catalan government to aid their attempts to make the region an
independent state in 2017 by a former Russian diplomat Nikolai Sadovnikov, whom Catalan
independence leaders described as ‘Putin’s envoy’. In this specific case, a suspicious component
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(a request to make Catalonia a crypto currency haven) may have been included to obfuscate ties to a foreign government.

In regards to China, there are indications that Chinese diplomats and intermediaries in Canada facilitated undisclosed monetary contributions to political campaigns, supplemented by the enlistment of international Chinese students to volunteer full-time for select candidates. The aim of these efforts was to ensure the re-election of the Liberal Party of Canada in 2021. This objective was pursued not with the intent of achieving a majority government, but rather with the aim of establishing a minority government scenario.66

Box 1: Exchanging financial contributions for shifts in stance on South China Sea


Country(ies) affected: Australia

What happened: The New South Wales Labor Party Senator Sam Dastyari resigned following revelations that his vocal alignment with China's stance on the South China Sea coincided with a substantial donation from Chinese billionaire property developer Huang Xiangmo during a 2016 election campaign. Subsequent revelations unveiled the precarious nature of this financial nexus, as Huang reportedly exerted pressure by threatening to withdraw financial support to the Labor Party unless it altered its position on the South China Sea. Moreover, it turned out that Huang had previously paid Dastyari’s legal bills.

How it was detected: The case was first reported by a Sydney-based Chinese-language newspaper in 2016. Dastyari denied the allegations, however, later a tape recording of the press conference confirming the claims emerged via Fairfax Media.

Why it matters: The intertwining of donations and political positions points to the ethical dimensions of contributions with implicit expectations.

• **Providing incentives to the electorate**

While the financing of political parties, candidates, and campaigns inherently encompasses a dimension of influencing the electorate, malign foreign actors extend their engagement by directly targeting supporters of specific political factions. An illustrative instance emerges in the context of Taiwan’s elections, wherein China orchestrated a multi-faceted approach. Preceding the elections, China offered discounted flights through state-owned carriers from regions in mainland China inhabited by Taiwanese businesspeople back to Taiwan, with an underlying assumption that they would cast their votes in favour of the KMT party. Concurrently, China strategically opened its market to accommodate agricultural products from Taiwan’s southern farmers, a core constituency traditionally aligned with the rival Democratic Progressive Party (DPP). This calculated manoeuvre aimed to erode the robust support that the southern farmers typically lend to Taiwan’s pro-independence DPP.67

Another distinct and targeted strategy involves the utilisation of underground gambling networks within Taiwan. Operating as conduits of influence on behalf of China, these gambling establishments strategically offer favourable odds for a preferred candidate’s victory, which incentivises gamblers and their families to actively vote in favour of the endorsed candidate. This intricate manipulation underscores the innovative avenues through which malign foreign actors seek to shape electoral outcomes, leveraging illicit networks as vehicles for orchestrating and channelling support.68

Interestingly, should the inducements fail to yield the intended results, China has displayed a willingness to resort to punitive measures. This tactical shift becomes evident in the context of those Taiwanese small and medium enterprises (SMEs) conducting operations within mainland China. Reports have surfaced indicating that China has employed coercive tactics, including the threat of tax inspections and the imposition of fines, as mechanisms to sway businesses into aligning with pro-unification political candidates.69

These cases serve as compelling examples that reaffirm the assertion made by the authors regarding the multifarious channels exploited by foreign election interveners. Offering inducements is often matched with punishments in order to bolster specific party or candidates.

• **Targeting diasporic communities**

A note of prudence is essential in evaluating the implications of malign foreign actors engaging with their diasporic communities. The authors emphasize that a mere presence of a diaspora should not be hastily construed as an inherent security concern for democratic countries.
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However, it is equally important to study the phenomenon as attempts to (ab)use diaspora constitute a distinctive tactical manoeuvre employed by various malign foreign state actors. This tactic aims at mobilising support or exerting pressure on political adversaries within democratic countries during electoral periods. It intends to leverage the presence of diasporic communities as a means to either galvanise backing for favoured candidates or apply coercive influence to undermine critical voices within political parties. Malign foreign actors exploit these networks to either bolster candidates who embrace divisive or extremist policies or to provide illicit financial support to parties in nations where such contributions are strictly regulated.

An illustrative case pertains to the actions of Türkiye’s President, Recep Tayyip Erdoğan, during the 2017 German elections. In this instance, Erdoğan publicly urged Turkish citizens to cast their votes against three major parties, namely the Christian Democrats, the Social Democrats, and the Green Party, characterising them as ‘enemies of Türkiye’. While no evidence of covert operations has been discerned from open-source reports, the German government, led by Chancellor Angela Merkel, construed this act as an encroachment upon the sovereign prerogatives of German voters.70

China, on the other hand, has been active in the cultivation of incentives targeted at Chinese diasporic communities mostly in Asia and North America where it has fostered support for political candidates aligned with a pro-engagement stance towards Beijing. For instance, evidence surfaced in 2014 indicating that the Chinese Consulate in Toronto directly intervened in elections by seeking to dispatch Chinese students to influence voters in households where only the Chinese language was spoken,71 advancing preferred candidates.

Such cases underline the practice of attempting to ‘outsourcing’ electoral intervention to intermediaries, such as Chinese associations or students, and the extent to which foreign actors are willing to intrude into domestic political processes to advance their agendas.

In reaching out to diaspora, malign foreign actors may utilise national language media. In China’s case, it also utilises social media platforms, such as WeChat. These platforms are popular notably among citizens of Chinese descent who rely on them for information. Moreover, WeChat groups are a beneficial resource for Chinese political actors, in mobilising donors and volunteers, and a useful tool for intimidating critics.72 For instance, in Australia, an anonymous and widely-shared


letter was circulated among Chinese Australians urging them to ‘take down the far-right Liberal ruling party’.73

The integral role of technology platforms, which are leveraged to mobilise and sway voters in novel ways, is highlighted by instances of overt manipulation. Intricate tactics encompass taking control of WeChat groups74 and orchestrating social media campaigns that endorse particular candidates, often of Chinese origin. These instances, however, are not limited only to China and underscore a broader pattern of manipulation observed globally.75

Box 2: Using WeChat to recruit a candidate acceptable to China

**Country(ies) affected:** Canada

**What happened:** In August and September 2022, the Chinese Vancouver Consulate utilised WeChat to recruit a candidate who could garner support from the Chinese community. This was in opposition to Brad West, the Mayor of Port Coquitlam and a vocal critic of China in Canadian politics, during the run-up to British Columbia’s 2022 municipal elections. Prior to this, West claims he had been targeted through WeChat messages portraying him as anti-Chinese, racist, and a promoter of the US agenda in Canada.

**How it was detected:** The case came to light when Brad West reported it to the media a year later, in August 2023. He arguably had evidence regarding the matter, provided by the Canadian Security Intelligence Service (CSIS).

**Why it matters:** This case exemplifies how social media platforms, such as WeChat, can be employed by foreign state actors to try to connect with diasporic communities abroad and undermine local politicians with critical stances against the intervener.

It is crucial to avoid prematurely assuming that all interactions between the state of origin and diasporic communities are malicious and, even when they are, that they will inevitably yield the intended results. Quite the opposite, these endeavours can sometimes lead to unforeseen
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outcomes. This is evidenced, for instance, by the decision of the majority of Malaysian Chinese to cast their votes against Najib Tun Razak, despite China’s support for his re-election.  

- **Buying Votes**

In their quest to interfere in elections, malign foreign actors may resort to buying votes through covert means. However, vote buying carries a significant risk as it is mostly perceived as an illicit practice. Vote buying impacts voter autonomy and leads to the establishment of dependencies. Thus, it typically involves a network of intermediary brokers who transact with voters.

Moreover, the issue of vote buying extends to the concerning fact that it predominantly exploits individuals with lower income levels, who tend to be more susceptible to monetary or in-kind forms of recompense, such as food, energy or medicine. In certain instances, vote buying may also strategically target apathetic voters. This underscores the multifaceted nature of such manipulative practices, which may be used by both domestic as well as foreign actors. A notable illustration of this occurred during the 2013 Iranian presidential elections, wherein an individual attempted to sell his vote on eBay. An Iranian national residing in France offered to cast his vote at the Iranian consulate in favour of a candidate chosen by the buyer for a price of EUR 99.

Evidence documenting the practice of vote buying has primarily surfaced in the realm of domestic politics, often involving local candidates and their brokers who provide incentives to constituents in exchange for their votes. Instances of malign foreign actors intervening in elections through vote purchases are relatively scarce within open-source materials.

However, a notable exception that unfolded in 2018 in Richmond, Canada, not only deviates from this pattern but also serves as a particularly illustrative case. In the run-up to the municipal election, the Wenzhou Friendship Society's WeChat group extended a USD 20 ‘transportation subsidy’ as an enticement for Canadian Chinese to cast their votes, despite Canadian regulations banning offers of money or rewards for voting and imposing severe penalties for misconduct. Moreover, the group provided a list of recommended candidates. The message disappeared after the society learned it had been investigated. In this particular case, China


strategically employed its financial influence to bolster specific candidates participating in lower-level (municipal) elections. This strategy involved not only the utilisation of formal channels such as diplomatic missions but also the leveraging of informal connections within the Chinese diasporic community in Canada.

2.1.3. Reflection

Leveraging financial resources as a method for intervening in elections, whether it involves direct funding of political campaigns, parties, or individual politicians, purchasing votes, or incentivising diasporic communities to rally behind a particular candidate, undoubtedly ranks among the array of tools wielded by malign foreign actors, particularly Russia and China. It is worth noting that while the representatives of various countries often refrain from divulging precise details regarding the methods employed by these actors in electoral interventions, they do acknowledge the occurrence of such attempts. Striking a delicate balance becomes imperative, as sharing too much information could inadvertently serve the intervener’s purpose of eroding public trust in the electoral process. Conversely, complete non-disclosure also presents challenges, potentially hindering a country’s ability to formulate an effective response and implement countermeasures.

Moreover, the instances discussed underscore an unsettling reality: that political actors in Europe are adept at circumventing regulatory frameworks. This prompts an important question regarding the effectiveness of existing regulations governing financial contributions from third countries. Connected to this issue is also the debate on the intricate dynamics of the revolving-door practice\(^\text{82}\) in which malign foreign state and non-state actors employ former politicians shortly after they leave office.

The intricate landscape of electoral interventions, particularly those involving financial means, underscores the necessity for countermeasures to be all-encompassing and holistic. These measures should not solely address the direct avenues of financial influence but also tackle the most conspicuous structural vulnerabilities.

---

2.2. Information Manipulation

2.2.1. Background

Malign foreign actors have demonstrated a penchant for the manipulation of information and public opinions. Their efforts take the shape of coordinated campaigns which utilise media channels, including social media, and involve creating content designed to appear as if it originates from the target country.\(^83\)

While the phenomenon of information manipulation is a long-standing feature of the international system\(^84\) and is not exclusive to the internet era, developments in technology\(^85\) have decreased the costs and widened the scope, reach and speed of information transmission. Social media provides an ability to segment audiences and target messages in a largely unregulated way.\(^86\) The solutions offered by information technologies are becoming more elaborate: e.g., attacks aimed at amplifying geopolitical tensions have taken place where weblinks to content that initially impersonates existing news sites are later redirected to the authentic domain.\(^87\) User vigilance and media literacy alone is falling short of countering such methods. This presents new challenges to democratic societies, as the voting calculus of their members is influenced by the information they consume.\(^88\)

In addition to amplifying false narratives, information manipulation may involve suppression tactics such as intimidation, smear campaigns, and strategic lawsuits against public participation (SLAPPs). These methods are employed by malign foreign actors to deter journalists, researchers, or civil society actors from disseminating unfavourable information or shining a light on their activities, methods, and networks.

The information manipulation activities of malign foreign actors can influence voting behaviour in liberal democracies in both narrow and broad ways. Narrow practices involve targeting specific populations during election periods and focusing on topics relevant to the political debate. On the other hand, broader practices entail feeding into popular anxieties, amplifying polarised narratives, and dehumanising certain social groups. For example, a Russian information
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A manipulation campaign spread disinformation about the bad behaviour of Ukrainian displaced persons in Europe, illustrating the wider impact of such tactics.

EU member states are increasingly adopting approaches to counter digital information manipulation. According to mapping of exercised solutions conducted by the European Regulators Group for Audiovisual Services, two approaches have emerged among the EU members. The first group, which includes Croatia, France, and Lithuania, has adopted legislative acts containing ‘statutory regulations with a specific definition of fake news, information manipulation, and disinformation’. The second group, which includes Estonia, Poland, Denmark, Italy, Finland, and Spain, among others, exercises varying ‘non-legislative, but state-coordinated approaches, where the documents have no legal binding force, but the state played an integral part in the creation of the conceptual elements’. The Law N. 2018-1202 relating to the fight against the manipulation of information passed in France following the final reading by the National Assembly in December 2018 specifically tackles information manipulation during electoral campaigns. Still, researchers point out that ‘the scope of the new legislation against the manipulation of information, constrained by the freedom of expression, remains modest,’ essentially leaving the country’s electoral environment vulnerable to malign foreign influence. The 2020 Inquiry of the Intelligence and Security Committee of the UK Parliament acknowledged that the existing division of responsibilities within the government, as well as the legislative framework, lacks the capability to deter and counter such attacks on the British information space. Efforts to address the problem also include exploring technological solutions, such as a platform-agnostic machine learning approach to detect content involved in coordinated influence operations. While this tool may prove valuable for safeguarding the electoral environment in the future, it’s essential to recognise that it’s not a cure-all solution.


The following sub-chapter describes several types of information manipulation. In concrete cases it demonstrates methods employed by various malign foreign actors and outlines the European vulnerabilities associated with each form of information manipulation.

2.2.2. Methods

- **Media and social media campaigns**

Malign foreign actors have recognised the immense power of media and social media platforms as tools for manipulating public sentiment before elections. They employ targeted campaigns that exploit the vulnerabilities of these platforms (such as embedded biases or functioning of algorithms) to disseminate propaganda, amplify divisive narratives, and exploit emotional triggers.\(^{95}\)

Coordinated influence operations conducted by malign foreign governments or foreign state-backed entities often involve deploying deceptive tactics to make their messages appear authentic to the target audience. Clumsy and non-native wording of articles, social media posts, and Internet memes has, in many cases, helped researchers and journalists, as well as the wider public to establish inauthentic behaviour originating from abroad. Today, the evolution of AI-powered tools including DeepL, and language models ChatGPT, and Bard, provide constantly developing text generation, translation, and improvement solutions, imbuing the messages with indigenous qualities, and obfuscating the source.

Intentional obfuscation makes it difficult for authorities and platforms to accurately attribute responsibility for spreading false narratives and disinformation. A case in point is the claim that suggested a network of Russian non-state actors, involving organised crime, coordinated and executed a cyber information manipulation campaign on behalf of the Russian state. The campaign’s objective was to influence British voters in favour of the United Kingdom leaving the EU during the 2016 referendum. However, the Report of the Intelligence and Security Committee of the UK Parliament did not provide conclusive evidence to support this claim, whilst some data was withheld, supposedly for information protection purposes.\(^{96}\) The lack of clear attribution can hinder effective countermeasures, allowing the manipulation to persist and potentially undermine democratic processes, social cohesion, and public trust in the media.

---


Box 3: The RRN Case as an example of typosquatting

**Country(ies) affected:** France, Germany, the United Kingdom, Latvia, Estonia, Ukraine, Italy, United Arab Emirates, Israel, the United States

**What happened:** Pro-Russian narratives to undermine Western support to Ukraine were disseminated via a digital media campaign. The content was spread through typosquatting (i.e., a registration of a common misspelling of another organisation's domain as their own) and cloning of popular media sites, including at least 58 articles of Le Monde, 20Minutes, Le Parisien and Le Figaro and amplified through inauthentic Facebook and Twitter (now X) user networks.

**How it was detected:** The French Vigilance and Protection against Foreign Interference (VIGINUM) service identified a digital campaign to manipulate information that has targeted several European countries since September 2022, including France. EU DisinfoLab had previously reported on similar actions elsewhere in Europe, with such media as Bild, Ansa, The Guardian or RBC Ukraine being typosquatting. The company META named the Russian enterprises Social Design Agency (ASP) and Struktura to be behind the coordinated inauthentic behaviour.

**Why it matters:** Although these clone sites have been shut down, the scandal has not disabled the activities of the alleged perpetrator. The Social Design Agency (ASP) is still active, lists several Russian ministries and municipalities among its clients, and continues to offer through its ‘platforms for capturing the Internet space’ services such as ‘audience involvement in the customer’s initiatives, formation of a network of “brand advocates”, activity monitoring, early detection of information threats in social networks, control of the “grey” (deep) Internet.’ The method of typosquatting itself can be easily replicated and perfected, and topics can be changed to influence European voters during elections.


EU institutions have been aware of Russian information manipulation campaigns at least since 2015, when the East StratCom established the EUvsDisinfo platform, 97 whereas other malign foreign actors have been recognised at a slower pace. While Russia is responsible for 61 % of documented political influence efforts using information manipulation (March 2023 data), the
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origins of the remaining 39% can be attributed to other countries: primarily China, Iran, Saudi Arabia, and the United Arab Emirates.\(^9^8\)

Though China has become increasingly more active in information manipulation in the Western space,\(^9^9\) its attempts have not reached the scope, intricacy, and yield of the Russian campaigns. This is, perhaps, due to the fact that China had concentrated its efforts on innovation in high-tech social control, whereas Russia had been weaponising information technologies as part of targeted influence operations.\(^1^0^0\) China-affiliated actors use media and social media campaigns to primarily ‘present China’s authoritarian regime as benign, to promote China as a model for governance and information management in developing countries, (...) to encourage openness to Chinese financing and investment, (...) suppress criticism of the country’s domestic policies and the activities of China-linked entities abroad, and to win foreign policymakers’ vocal support for the regime’s positions.’\(^1^0^1\)

Russia, on the other hand, sees the ongoing information environment as a battleground with the West and speaks of it in the vocabulary of an armed conflict that it must win. Artem Sheikin, member of the Russian Federation Council Committee on Constitutional Legislation and State Construction, writes: ‘We are resisting the West’s growing information pressure with dignity, but we will still have to go on the offensive ourselves to win the cyber war.’\(^1^0^2\) Russia’s aims include weakening liberal democratic societies, undermining the role of Western powers in the world, discrediting supranational institutions including NATO and the EU.\(^1^0^3\) To this end, malign actors acting at the behest of the Russian state artificially enhance ‘a trend, a consensus, a hashtag, 

---
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a public figure, a piece of news, a view of the truth\textsuperscript{104} without necessarily advocating a specific position or taking sides.\textsuperscript{105}

Alarmingly, media and social media information manipulation campaigns can have far-reaching and lasting consequences that go beyond the immediate goals of swaying or confusing public opinions. One of the significant long-term effects is the erosion of societal trust in democratic institutions and processes surrounding elections. These campaigns specifically target the undermining of confidence in ballot counting procedures, election officials responsible for the process, and alternative voting methods, such as electronic or mail voting. By sowing doubt and suspicion about the integrity of the electoral system, these actors can weaken the foundations of democratic governance, creating instability and division within societies. The European Union has a unique fragility in this regard due to the challenge of not only safeguarding trust in national elections, but also tackling the perception of democracy deficit at the EU level.

Box 4: The META Czech case

| Country(ies) affected: Czechia, the United States |
| What happened: In 2022, networks originating from China and Russia were implicated in an influence operation targeting US domestic politics ahead of the midterm elections, as well as Czechia's foreign policy toward China and Ukraine. The Chinese network specifically targeted Czechia with a message 'criticising the state's support of Ukraine in the war with Russia and its impact on the Czech economy, using the criticism to caution against antagonising China'. |
| How it was detected: The case was uncovered by the META research team. |
| Why it matters: Although this particular content was removed, META admits that the method can be easily replicated, and topics can be tweaked to influence European voters during elections. |


**Disinformation**

Disinformation constitutes ‘all forms of false, inaccurate, or misleading information designed, presented and promoted to intentionally cause public harm or for profit.’\(^{106}\) The activities of malign foreign actors fall into the first category, as they aim to confuse voters, distort the truth, and manipulate electoral outcomes by disseminating false information through various channels, including social media, websites, and news outlets. The appeal of this tactic to malign foreign actors seeking to interfere in elections can be attributed to several factors. First, the founding characteristics of liberal democratic societies, such as freedom of speech, plurality of opinion, a decentralised and independent media landscape, and civil society participation can be weaponised by injecting and fuelling false information. Secondly, research has shown that false news spreads online more pervasively than the truth.\(^{107}\) Thirdly, social media platforms, driven by the goal of maximising scale and advertising revenue, employ algorithms designed to boost engagement, which often facilitates the spread of disinformation through emotionally charged news stories.\(^{108}\) Disinformation actions do not have to directly target voters to be able to influence voting behaviour. Injecting disinformation into public opinion and capitalising on existing societal tensions can influence voting behaviour, leading to affective polarisation\(^{109}\) and more contrasting electoral choices among voters.

Disinformation campaigns conducted by malign foreign actors in the European Union and its member states ‘undermine the political process through the use of various forms of malicious fabrications, infiltration of grassroots groups, and automated amplification techniques.’\(^{110}\) In a multi-faceted effort to cater to both extreme sides of the political spectrum, mainly Russia,\(^{111,112}\)

---


but also Chinese\textsuperscript{113} state-affiliated actors are engaged in securing the support of those publics sympathetic to far-right and far-left political forces through information manipulation methods. Different, at times contradictory, disinformative content is spread, tailored to strongly resonate with sympathisers of each political extreme. A report by the US State Department urged governments to guard against covert political financing ‘not just by Russia, but also by China and other countries imitating this behaviour.’\textsuperscript{114}

Still, one should note that for the time being Russian and Chinese disinformation activities tend to pursue different goals. Russia-backed disinformation operations seek to actively influence the political landscape, tilt public opinions, undermine trust in democratic processes and feed polarising opinions via an approach seeking to confound, not convince.\textsuperscript{115} Similar to the mindset described in the section on media and social media campaigns, China's current disinformation approach in Europe seeks more to convince, not confound. Firstly, China aims to improve its image among Europeans by amplifying China-sympathetic narratives and disseminating pro-China propaganda, including the fair treatment of the Uyghur minority, countering claims of territory overtake in the East and South China seas, and the inevitability of unification with Taiwan. Secondly, China aims to worsen the image of the US in Europe and drive a geopolitical wedge in the transatlantic partnership.\textsuperscript{116} To this end, Chinese state-affiliated actors have engaged in endorsing Russian disinformation on the ‘US biolabs in Ukraine.’\textsuperscript{117} In some cases, the two aims of China-originating disinformation overlap, e.g., the claim that COVID-19 originated in the US, not China.

Disinformation spread by malign foreign actors has proven to constitute a serious threat to the European election landscape. China, unlike Russia, as a foreign state actor has not yet evolved to be a strong player in disinformation weaponisation during elections in Europe. Still, given Beijing’s interest in weakening the US-EU relationship coupled with its track record of amplifying some of Russia’s disinformation, it has the potential to develop into a serious threat. Also, other state actors, including Iran, have been flagged for promoting disinformation in liberal democracies.
including in Israel and the US. Therefore, the EU is under the risk of being targeted by a growing number of foreign state-affiliated disinformation actors.

Box 5: The case of COVID-19 origins

**Country(ies) affected:** global

**What happened:** In March 2020, the spokesperson of the Chinese Ministry of Foreign Affairs, Zhao Lijian, posted several messages on the Twitter (now X) platform stating that 'it might be the US army who brought the epidemic to Wuhan' and called for an explanation from the US. The following day, he retweeted a link to a report with the comment ‘Further Evidence that the Virus Originated in the US.’

**Why it matters:** The case demonstrates that Chinese state actors intentionally spread disinformation pertaining to a subject of global significance. Given China’s emphasis on discursive power, there is a growing network of Chinese state-affiliated actors in the European information space, including social media, whose task it is to amplify such disinformation.


- **Smear campaigns**

Malign foreign actors engage in smear campaigns to discredit political opponents and destabilise democratic processes. These campaigns involve spreading false or damaging information about candidates through various channels, including traditional media, social media platforms, and anonymous online forums. By tarnishing reputations and manipulating public perceptions, these actors aim to influence electoral outcomes in their favour. In most cases a smear campaign is launched by entities with resources, including authoritarian governments with captured state media outlets, as a distraction and silencing measure.\(^{118}\)

Russia has been prominent in successfully executing smear campaigns targeting European politicians,\(^ {119}\) surpassing other actors like China. Nevertheless, it is important to note that China-connected actors also utilise this method for their purposes. Tactics aimed at critics of the Chinese government include cyber abuse, DDoS attacks, phishing, hacking, and exposing private


information about family members. In some cases, curiously, attacks originating from China have achieved the opposite objective. The candidate in fact gained notoriety and support at home after being subjected to Chinese criticism, as seen in the case of Lithuanian politicians who have been driving a deeper Lithuanian engagement with Taiwan. Still, these campaigns appear to be more efficient if they are aimed at Chinese nationals or Chinese descendants living abroad and utilise the Chinese language online space. A character assassination campaign targeting a Canadian journalist contained online posts in Chinese accusing her of numerous sexual liaisons, prostitution, spying for the Chinese government, and embezzling political dissidents’ funds, as well as doctored photos and advertisements for escort services, using her face and personal details.

Smear campaigns backed by malign foreign actors pose a great threat to the European election landscape for the reasons of accessibility and efficiency. Authoritarian governments, unlike the targeted party, can make use of an asymmetry in resources, making it difficult for the targeted individuals to avert accusations. They also utilise news production patterns which prioritise fast news capturing the audience’s attention to verification of news origin. Especially in the run-up to an election, a smear campaign may play a decisive role. In 2016, Moscow’s disinformation campaigns targeting Hillary Clinton, readily picked up by local pundits, were a strong factor contributing to her defeat in the US presidential election.


Box 6: The Vystrčil case

**Country(ies) affected:** Czechia

**What happened:** A Swiss organisation that ‘cooperates with the China News Service, which is directly under the United Front Work Department’ approached a Czech media outlet with the claim that the Czech Senate President Miloš Vystrčil had received a ‘clandestine payment of USD 4 million for his historic visit [to Taiwan] from the Taiwanese to be used for a future presidential campaign.’

**How it was detected:** The management of Swiss consultancy RefinSol Advisory Services sent an appeal to the editorial offices of Czech media outlet Aktuálně.cz, urging them to publish the material. The CEO, executive assistant and CFO of RefinSol Advisory Services Zhu Ailian, Robert J. Mojzes, Michael Winkler are also listed as CEO, executive assistant and the chairman of the outlet EurAsia Info known for spreading pro-China content. The appeal included a link to a related French news site. Aktuálně.cz conducted their own investigation, found no proof to the claim, and exposed the China link of the source.

**Why it matters:** Defamatory material is easy to produce and inexpensive to distribute. If the online media outlet approached by an entity acting on behalf of a malign foreign actor does not have sufficient in-house investigative capacity to follow up on the claims, or has a particular bias against a political figure, such defamatory claims can reach the public space and inflict irreparable reputational damage on the person targeted.


**Stakeholder data scraping**

Data scraping does not qualify as active information manipulation, since the act of scraping itself does not influence the decision-making of an individual or a group. Data scraping is a neutral method, and as such can also be helpful to investigative journalists.\(^{123}\) Still, as information gathering is the first phase of a successful, tailored and targeted manipulation, malign foreign actors’ activities in this field should not be overlooked.

Scraping is a powerful and widespread marketing tool, operating under the premise that accessing, storing, bulking, and analysing openly available data, including personal data, is legal, since the individuals have placed the data into the public domain themselves. However, often the individual is not aware of the amount of data they are leaving behind, including geotags and other metadata. If several sources are compiled, a file containing ample information about an individual can be produced, including pictures, videos, location, telephone numbers, work
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information, and details of family members. If data scraping for marketing purposes is a business practice that uses the information to increase commercial targeting success rates, including through targeted ads, then stakeholder data scraping pursues a different, political goal. It aims to compile namelists, supplemented with contact and personal information, and the creation of a database that can serve the interests of a malign foreign state actor, including in election and candidate manipulation.

Data scraping is also the first step towards doxxing, i.e., revealing personal information online in a campaign of abuse and intimidation. This tactic has been used by authoritarian governments in Europe, including Russia, to silence their critics.\textsuperscript{124} If compromising information is uncovered during scraping, malign foreign actors can use it to engage in blackmail.

Data scraping conducted on behalf of malign foreign actors poses a threat to the European election landscape as it is a legal, affordable, accessible and in most cases untraceable instrument that can lead to grooming, doxxing or blackmail of political candidates or public figures.

Box 7: The Zhenhua Data Information Technology case

<table>
<thead>
<tr>
<th>Country(ies) affected:</th>
<th>nearly 200 countries/territories worldwide, including European countries</th>
</tr>
</thead>
<tbody>
<tr>
<td>What happened:</td>
<td>In 2020, a China-based company with reported links to the Chinese military and government was exposed for scraping and storing open-source online data on millions of users from around the world, including European politicians.</td>
</tr>
<tr>
<td>How it was detected:</td>
<td>The issue was first reported by the academic Christopher Balding, then disseminated through an international media consortium.</td>
</tr>
<tr>
<td>Why it matters:</td>
<td>Open-source data scraping is a thriving industry. It is a tool for online businesses to keep up with their competitors and is not fully outlawed in the EU or US, provided copyright or private data infringement does not take place. It is therefore an accessible, inexpensive and effective means for authoritarian governments to pursue their objectives of information gathering, weaponisation, and intimidation, constituting a high risk for election manipulation.</td>
</tr>
</tbody>
</table>


Strategic lawsuits against public participation

SLAPPs represent an intimidation suit that menaces citizen activism, as SLAPP lawsuits are often filed against activists, journalists, or civil society organisations.

Malign foreign actors have increasingly employed SLAPPs to silence critics and undermine democratic discourse before elections. Authoritarian governments including Russia, China, Türkiye, and Venezuela rely on proxy plaintiffs to file claims against investigative journalists, publishing houses, media outlets, dissidents, and exiled politicians.

Russian oligarchs including Yevgeny Prigozhin, Roman Abramovich, and Oleg Deripaska have been named among those acting on behalf of the Russian state in using SLAPPs to silence investigative research. Chinese companies have also been reported to act as proxies for the state, filing breach of contract suits against dissidents abroad, pressuring them to return to China.

A proposal for a directive of the European Parliament and of the Council on protecting persons who engage in public participation from manifestly unfounded or abusive court proceedings is currently under review in the European Union. Still, until such laws are in place, SLAPP suits pose a risk for the European electoral landscape. SLAPPs enable malign foreign actors to impose costs, but also influence the popular opinion or ‘rewrite history’ in the target country, therefore, the attacking party is not deterred by the financial losses or even the unfavourable outcome that can
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occur. As activists remain vulnerable to being strategically sued, important information affecting electoral decisions may not reach the wider European public.

Box 8: Putin’s People case

**Country(ies) affected:** the United Kingdom

**What happened:** Journalist and author Catherine Belton, and her publisher HarperCollins, encountered several legal challenges regarding a book titled ‘Putin’s People: How the KGB Took Back Russia and Then Took on the West’, published in 2020. In 2021, four Russian oligarchs and the state-owned oil company Rosneft expressed their intention to take legal action. Four of these cases proceeded to a preliminary hearing in July 2021. During the hearing, HarperCollins settled with two Russian billionaires, Petr Aven and Mikhail Fridman, who alleged that the book contained inaccurate personal information and libel. The settlement involved making minor adjustments to specific passages in future editions, without admitting defamation. Later, regarding Rosneft’s claims, three of four passages were deemed non-defamatory. Abramovich reached a settlement with HarperCollins and Belton. Minor amendments were made, and the publisher issued an apology for certain unclear aspects of the book.

**Why it matters:** SLAPPs on behalf of malign foreign actors are coordinated, large scale, and cost-immune. Even if the expenditures of the litigation are substantive, the plaintiffs have asymmetric advantages in the form of the financial backing from their home country. Given such asymmetry, as well as the lack of a powerful legal anti-SLAPP instrument, malign foreign actors are likely to continue to infringe upon the freedom of speech in Europe.


2.2.3. Reflection

Information manipulation is by far the most documented and popular tool at the disposal of malign foreign actors, employing tactics such as spreading disinformation, propagating false narratives, and exploiting existing societal divisions.

Cases of information manipulation surrounding elections are methodologically diverse and employ different levels of technological sophistication, ranging from low (e.g., character assassination attempts via engineered leaks) to high (e.g., typosquatting with redirection to an
impersonated domain). Both due to the number of attempts as well as the shifting methods used for information manipulation, the role of civil society in uncovering these cases is indispensable.

In almost all major reported cases in Europe, the information first came from investigative NGOs, journalists or academics, only then leading to enquiries by national governments. Upon examining the cases of election manipulation via information, one cannot help but notice the overbearing role of public open-source research as opposed to the reports of national intelligence agencies. One can also suppose that in some cases the holders of sensitive information, including government actors, do not have the mandate to disclose their data or sources, and apply strategic targeted leaks, prompting the civil sector to disseminate the information instead.

As malign foreign actors continue to target the electoral behaviours of European civil societies, fostering an ecosystem of civil society watchdogs is crucial. This approach also coincides with the one adopted by the European External Action Service StratCom division.\(^{133}\)

In some cases, information manipulation surrounding an election is a goal in itself. In other cases, however, it is only one avenue of a concerted effort at election manipulation, with other avenues such as bribery, party and candidate financing being pursued alongside. Each case needs to be established separately, and, if there is cause to believe information manipulation has taken place, it is crucial to launch a deeper investigation covering other avenues of election manipulation as well.

Legislative measures to counter information manipulation adopted and debated in several European countries, as well as on the EU level, signal rising awareness of the issue, however, they are constrained by freedom of expression principles. For instance, the Baltic states’ ban of Russian state media was met with censorship accusations as Reporters Without Borders called the Baltics’ decision ‘a misuse of the EU sanctions policy’.\(^{134}\) The accusations prompted a debate on what broadcasting falls under media opinion plurality, and what is misinformative by design.

---


2.3. **Cyber-enabled electoral interference**

2.3.1. **Background**

This sub-chapter delves into the intricacies of cyber threat activities as a form of electoral intervention, aiming to provide a comprehensive analysis of their nature, motivations, tactics, and potential impacts on electoral processes. By exploring real-world case studies, it seeks to enhance our understanding of this pressing issue and examine the likelihood of these TTPs being used in the European elections of 2024. The text diverges slightly from the structure observed in the preceding sub-chapters related to financial means and information manipulation. This divergence arises from the unique characteristics of cyber-enabled election interventions. It not only concentrates on methods but also sheds light on the targets and perpetrators involved in such interventions.

With the increasing reliance on digital systems and the widespread adoption of internet connectivity, electoral processes have become vulnerable to a new form of interference: cyber-enabled electoral interventions. Through sophisticated cyber operations, malign foreign actors can exploit vulnerabilities within electoral systems, aiming to undermine the integrity and legitimacy of democratic processes.

Elections are particularly vulnerable to cyber risks due to their periodic nature and the concentrated timeframe in which they occur.\(^{135}\) With the exception of snap elections, they occur in regular cycles that allow for advanced planning and preparation for the attack which can be launched years before the election day. Concurrently, the voting typically takes place within a single day or extends over the duration of a few days. This places significant stress on the electoral system as it must handle a large influx of activity and data within a limited timeframe.

Cyber-enabled interventions can take various forms, including hacking into voter registration databases, tampering with vote tabulation systems, spreading malware to disrupt voting machines, or launching distributed denial-of-service (DDoS) attacks to overwhelm election websites and impede voter access to information. Such attacks not only have the potential to manipulate election outcomes but also erode public trust in the electoral process. Despite the misconception that only countries with advanced election technologies are vulnerable to cyber attacks, most elections rely in one form or another on information and communication technology (ICT) tools throughout the entire process.\(^{136}\)
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Globally, the incidence of cyberattacks and cyber-enabled incidents led by state actors against democratic processes is on the rise. One of the most prominent examples of such interference occurred during the 2016 United States presidential election, where Russian state-sponsored hackers targeted various aspects of the electoral process. Hacking groups, linked to Russian intelligence agencies, conducted a wide array of cyber activities, including network breaches of the Democratic National Committee (DNC) and the US Democratic Congressional Campaign Committee (DCCC) as well as the intrusion into voter databases and software systems.

While governments such as Georgia, Ukraine or Estonia have been subjected to Russian cyberattacks at least from the mid-2000s, it was the watershed moment of the 2016 US elections that brought widespread attention towards the gravity of the issue at hand. The Russian hacking into the e-mail system of the DNC served as a wake-up call for governments and policymakers worldwide, highlighting the vulnerabilities inherent in electoral systems and the urgent need for comprehensive cybersecurity measures. The attacks demonstrated the extent to which malign foreign actors could exploit digital platforms to manipulate public opinion, sow discord, and potentially sway the outcome of democratic processes. Moreover, the methods employed in these attacks exposed the complex interplay between technology and information warfare.

The US has experienced continued electoral interference since 2016. While the Russian hacking of the US elections garnered significant attention, similar incidents have been reported in other parts of the world, predominantly in Europe and in Asia-Pacific. Understanding the broader context and global implications of cyberattacks on electoral processes is essential for developing effective strategies to mitigate and respond to this evolving threat landscape.

Electoral processes can face threats from adversaries beyond state actors. Non-state actors, such as organised crime groups, terrorists, hacktivist organisations, or even individual hackers, can pose significant risks to the integrity of elections through malicious cyber activities. However, the scope of this study only covers cyberattacks carried out directly by malign foreign state actors or by state-backed groups.
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However, attribution in the realm of cyberattacks is a complex and highly sensitive matter. Attackers employ sophisticated techniques to hide their origins, making it challenging to definitively attribute the attack to a specific entity. Ultimately, the culprit’s attribution is a political decision that relies on technical aspects.\textsuperscript{142} False flag operations, in which the true perpetrators disguise their identity, intentions, or affiliations, often by attributing the act to a different individual, organisation, or nation, present an additional challenge to attribution. For example, in a false flag operation against the headquarters of the French TV broadcaster TV5Monde, the Russian hacker group APT28, also known as Pawn Storm, posed as Islamic State militants.\textsuperscript{143}

Certain states, such as the United States and its Five Eyes allies, display a willingness to attribute cyberattacks, while others, like France, exercise greater caution in doing so.\textsuperscript{144} For example, while it is generally believed that the hacking group APT28 linked to the Russian GRU was responsible for the ‘hack and leak’ operation of Emmanuel Macron’s presidential campaign, the French government never publicly attributed the meddling attempts to Russia or any other state actor.\textsuperscript{145} Therefore, in this study, we rely on generally agreed upon assessments made by established cybersecurity companies and cybersecurity experts.

The motives behind foreign actors’ cyber operations against entities involved in electoral processes may vary. The objective may be to modify the result of an election – to prevent the election of a certain candidate or a party or, on the contrary, to influence the election to the benefit of a specific candidate or campaign. However, as Delerue argues, it is highly unlikely that an outcome of an election can be changed through cyber operations.\textsuperscript{146} Elections, even in countries with a high degree of digitisation of voting, are a series of tasks and operations which do not entirely rely on internet connection. Thus, it would require the involvement of a multitude of well-coordinated actors to influence the election in favour of a specific candidate or a political party.\textsuperscript{147} Therefore, the actors may choose to target some parts of the electoral hardware or software to cast doubt on votes from selected electoral districts thus opening the path to possible


contestation of the entire election. Cyber operations may have more overarching and long-term goals. The intent may be to erode public trust in the fairness and integrity of elections and thus undermine the democratic institutions of the target country. Election related cyber threats can also include cyber espionage to obtain information on political stances of candidates and political parties\textsuperscript{148} which can then be exploited for further operations, such as disinformation campaigns. Cyber espionage operations can also serve reconnaissance purposes to uncover vulnerabilities of specific information systems to facilitate future compromise of the infrastructure.

Depending on the various motivations behind the attacks, the actors resort to different methods. Observed TTPs range from DDoS and phishing campaigns to a combined method of 'hack and leak'.

2.3.2. Methods

- **Denial-of-Service attacks (DoS) and Distributed Denial-of-Service attacks (DDoS)**

  Denial-of-Service attacks (DoS) are a less sophisticated and less common cyber threat activity. In a DoS attack, a single computer or network is used to generate a flood of traffic towards the target and can thus be blocked easily.\textsuperscript{149} In a DDoS attack, multiple compromised computers or devices, often forming a botnet, are coordinated to simultaneously send a flood of traffic to overwhelm the target making it more difficult to defend against the attack. A successful DDoS attack can disrupt critical election services, leading to the unavailability of voter registration databases, online voting systems or election information portals. For example, in October 2017, the website of the Czech Statistical Office was taken down by a DDoS attack on the second day of elections.\textsuperscript{150} Even though the impact of DDoS on directly influencing election outcomes is limited, they can undermine public confidence, impede voter participation, and potentially disenfranchise eligible voters. Additionally, DDoS attacks can impair access to essential information, hindering voters' ability to make informed decisions. Attackers may strategically orchestrate DDoS attacks to create the perception of electoral irregularities, manipulate public trust, and foster political instability. These attacks consume resources, diverting attention and straining the electoral infrastructure. Furthermore, DDoS attacks can serve as diversionary tactics to distract defenders from other cyberattacks targeting the election system.


Box 9: Russian attempts to meddle in the 2021 German elections

Country(ies) affected: Germany

What happened: Ahead of the 2021 German federal elections, a DDoS attack disrupted the website of the Federal Returning Officer, responsible for overseeing elections on the federal level. As a result, the website was temporarily unavailable. Simultaneously, in the months leading up to the elections, a group known as ‘Ghostwriter’, linked to the Russian GRU military intelligence service, launched a hacking campaign against German federal and state MPs. The hackers sent phishing emails to steal personal login data of German lawmakers. Germany publicly attributed the illegal cyber activities of ‘Ghostwriter’ to Moscow. However, in November 2021, Mandiant, an American cybersecurity company and a subsidiary of Google, assessed that Belarus was at least partially responsible for the group’s activity.

Why it matters: Even though it is not certain that the malicious cyber activities aimed at the 2021 German elections were coordinated, this case study shows that hostile actors may employ a combination of techniques targeting various levels of the electoral ecosystem. When added together, cyberattacks which, taken separately, have limited material impact, can have a multiplied psychological effect creating an illusion that the entire elections were rigged.

Website defacement

While DDoS overwhelms a website to make it inaccessible, website defacement involves alteration of a website's appearance and content. Such attacks can be used as a means to undermine the credibility of election-related websites or to disseminate false information. This information can potentially incite voter suppression behaviour by misleading and confusing voters, for example by leading them to believe that the elections have been rescheduled or called off. Website defacement extends beyond election-related websites and can also encompass the targeting of other actors within the electoral ecosystem – political parties, candidates, government agencies, and organisations involved in election monitoring and transparency. Media outlets and social media have also been targeted by website defacement. On 6 May 2018, on the day of Latvia’s general election, social network Draugiem was defaced to display a
pro-Russian message reading ‘Comrades, Latvians, this concerns you. The borders of Russia have no end,’ accompanied by photos of Russian soldiers in Crimea and military parades in Moscow.¹⁵¹

- **Advanced persistent threats (APTs)**

Advanced persistent threats (APTs) represent a more targeted form of attack. They involve persistent infiltration into a target’s network to gather sensitive information, conduct espionage, or disrupt critical systems. APTs employ various techniques, such as social engineering, zero-day exploits (a type of attack exploiting a software’s security flaw which is unknown to the vendor), and custom malware, to maintain persistence and evade detection.

Phishing, a type of social engineering, is a prevalent technique used to gain unauthorised access to personal or financial data of individuals and organisations involved, for instance, in managing and running election campaigns or infrastructure.¹⁵² The method typically relies on fraudulent emails or messages designed to appear as if they are from trustworthy sources. Spear phishing is a more advanced form of phishing as it targets a specific individual or a number of individuals. The messages often contain enticing subject lines, official logos, and convincing language designed to mimic legitimate correspondence to gain unauthorised access to personal data. Phishing (or spear phishing) has been part of the Russian, Chinese and Iranian playbooks. In June 2020, Google’s Threat Analysis Group detected phishing attempts by Iranian and Chinese APT groups targeting both Biden and Trump campaign staffers’ personal emails.¹⁵³

### 2.3.3. Targets

Malign cyber activities can be directed at various actors and levels of the electoral ecosystem.¹⁵⁴ The first category of targets are those involved in electoral campaigns. These include political parties, candidates and their campaign staff. Malign actors do not solely focus on the most high-profile elections. There have been numerous cases of cyber operations carried out during local elections. In July 2018, during US democratic primaries, two local democratic campaigns were hit by DDoS attacks during the active online fundraising period.¹⁵⁵ This example shows that a well-timed DDoS attack can hamper the political campaign’s capacity to raise funds by
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disrupting online donation platforms and preventing supporters from accessing the campaign’s website to contribute.

Hacking operations are not limited to the campaigns themselves but can target a vast range of organisations and entities which either provide a campaigning platform such as media outlets and social media but also entities that act as consultants or idea hubs for the candidates, such as policy advisers and think tanks. For example, Microsoft’s Threat Intelligence Center (MSTIC) observed that between September 2019 and September 2020, cyber activity groups operating from Russia attacked more than 200 organisations including political campaigns, advocacy groups, parties and political consultants including US-based consultants serving Republicans and Democrats and think tanks such as the German Marshall Fund of the United States, the Aspen Institute in Germany, and the German Council on Foreign Relations (DGAP).156

Political institutions have also been a regular target of cyberattacks. In 2015, Germany’s Bundestag was hit by a sustained cyberattack which infected a network of more than 5,600 computers and 12,000 registered users. It is estimated that the group stole a total of 16 gigabytes of data. According to German intelligence, the Russian APT28 group, linked to the GRU, was behind the attack.157 Similarly, three months before the 2019 Australian elections, a cyberattack attributed to China’s Ministry of State Security was carried out against the computer networks of Parliament and the three main political parties.158

Support infrastructure of the elections such as voter registers, electoral commissions and electoral boards, which support, administer and publish the results of the elections, represent another category of targets. According to Mandiant, both Chinese and Russian cyber espionage operations have targeted election administrators since 2014.159 For example, in March 2019, Indonesia’s national election commission reported that Chinese and Russian hackers probed the Indonesia voter database ahead of presidential and legislative elections in the country.160

Similarly, in the run-up to the 2018 Colombian elections, cyberattacks against the voter registration system were launched from Venezuela, Russia’s key ally in the region.\textsuperscript{161}

Attacks aimed directly at the core electoral infrastructure including vote tabulation systems or voting machines present the greatest risk as such operations have the potential to disrupt voting, change votes or disrupt the ability to transmit election results in a timely manner. However, there is limited evidence of intrusion activity targeting core election infrastructure.\textsuperscript{162} According to a Joint report of the US Department of Justice and the Department of Homeland Security, in 2020, Russian and Iranian campaigns did compromise ‘the security of several networks that managed some election functions’, however, the operation is believed not to have affected the integrity of the voting process.\textsuperscript{163}

2.3.4. Perpetrators

Russia, Iran, China and North Korea are leading state actors in the field of malicious cyber activity. While Russia’s primary goal is to sow divisions in Western society, China has traditionally focused on espionage, more specifically on intellectual property theft, and Iran and North Korea mostly engage in cybercrimes.\textsuperscript{164} Nonetheless, they have all been involved in election-related cyber activities and most of the election interference incidents in the realm of cyber activity were attributed to this so-called Big Four.\textsuperscript{165} Russia remains the most prominent state actor engaging in cyber threat activity. However, many experts believe that in the long term, cyber threats originating from China may pose greater risks.\textsuperscript{166}

Russia conducts a whole spectrum of operations, however, its track record of cyber activity is indicative of its inclination towards ‘hack and leak’ operations, an approach combining


cyberattacks and information campaigns.\textsuperscript{167} Russia has replicated this method in the Syria conflict, during the European Union refugee and the 2015 migrant crisis and in the 2016 US Presidential election.\textsuperscript{168} Based on the above mentioned reports, the pattern seems to be as follows: A Russian sponsored group (usually APT28) compromises the internal systems of a victim organisation, steals personal or financial data and then proceeds to leak it to advance Russia's political objectives. As we can see in the case of Russian meddling into the 2017 French Presidential election, also known as the 'Macron leaks,' the content can then be further amplified by Russia's proxy media outlets or by using bots and special hashtags such as #MacronLeaks.\textsuperscript{169}

It is also worth noting that the timing of the release of the documents can be of particular importance in a given operation. Macron's campaign was hacked as early as October 2016. Yet, the hackers waited to release the stolen documents until the very last moment before the media silence period which prohibits candidates from making statements or interviews in the forty-four hours before the polls close.\textsuperscript{170}

The UK authorities believe that Russia attempted to interfere with the 2019 general election by stealing and leaking documents connected to the Free Trade Agreement between the United Kingdom and the United States. More recently, in November 2022, Russia-backed hackers stole and published Telegram conversations of Moldova's Minister of Justice, Sergiu Litvinenco, and the President's security adviser, Dorin Recean.\textsuperscript{171}

Russia's intent is to sow chaos and divisions within Western societies. This is well shown by the example of Russian attempts to interfere with the 2017 snap elections in the United Kingdom. During the three months before the elections, the UK's National Cyber Security Center (NCSC) detected at least 188 cyberattacks by Russian and Chinese state-sponsored hackers.\textsuperscript{172} As Thomas Rid, professor of strategic studies at Johns Hopkins University’s School of Advanced International Studies, explains, in the aftermath of the Brexit vote, Russia had no motivation to


meddle in favour of one particular candidate but rather to ‘sow distrust in democracy’ within the already divided society.\textsuperscript{173}

Russian malicious cyber activity is characterised by risky and bold behaviour and its operations are supposed to create noise and chaos.\textsuperscript{174} In that vein, Russian hackers display a lack of concern for being apprehended. Referring to the hacking of DNC networks, the spokesman of Fire Eye, a prominent cybersecurity company, said that [Fancy Bear and Cozy Bear, nicknames frequently used for APT28 and 29] ‘wanted experts and policymakers to know that Russia is behind it’.\textsuperscript{175} Publication of its cyber operations can thus be part of Russia's strategy to undermine public trust in electoral or other democratic processes.

Hacking groups linked to Russia’s intelligence services have been on Europe's radar since well before the 2016 US election hacking. As early as 2014, Russia launched a cyberattack against the Polish electoral commission’s website undermining the credibility of the vote.\textsuperscript{176} The same year, the network of the Ukrainian Central Election Commission fell victim to defacement and exploitation by Russian military hackers, an incident that is widely regarded as a precursor to the Kremlin's subsequent interference in the 2016 US election.\textsuperscript{177} Furthermore, the Dutch intelligence agency AIVD monitored the activity of the Cozy Bear group, also known as APT29, which is thought to be associated with Russia’s FSB or SVR and was one of the groups involved in the hacking of the US Democratic Party's and US government servers.\textsuperscript{178} The Dutch agency provided the FBI with key pieces of intelligence on Russia's electoral interference. In another incident, Russia attempted to hack e-mail accounts of Dutch government employees ahead of the 2017 elections.\textsuperscript{179} Germany also has extensive experience with Russia's cyber interference. Ahead of the 2015 federal elections, the computer system of the German Bundestag fell victim to a cyber
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assault attributed to Russia,\textsuperscript{180} carried out with the intention of gathering intelligence that could be used as part of a disinformation campaign or for influence operations.\textsuperscript{181} The group, also known as Pawn Storm or Fancy Bear, a group responsible for both the 2016 US Election hacking and the Macron leaks, was also attempting to steal e-mail credentials from members of the Christian Democratic Union of Germany (CDU).\textsuperscript{182}

In the past few years, Russia has emerged as the most prominent foreign actor engaging in hostile cyber activity in Europe. In the months leading up to the last EU parliamentary elections, Fire Eye observed an increase in cyberattacks against European government departments and agencies as well as media outlets in Germany and France.\textsuperscript{183} We can thus conclude that Russia is likely to remain a credible threat for the upcoming elections.

Compared to Russia, China has so far not shown much inclination towards hacking for the purpose of leaking candidate secrets.\textsuperscript{184} On the other hand, it has a well-documented history of cyber espionage operations.\textsuperscript{185} It is particularly concerning that these operations are designed to collect information, therefore their objective is to avoid being caught. In the past, Chinese APT groups targeting critical systems remained undetected for a decade.\textsuperscript{186} China’s large-scale phishing and hacking campaign in Cambodia provides an insight into China’s operating procedure. Ahead of Cambodia’s 2018 elections, a Chinese group known as TEMP.Periscope compromised a wide range of targets involved in the electoral process including the national election commission, several ministries, the Cambodian Senate, an opposition MP, human rights and democracy advocates, two Cambodian diplomats serving overseas and a multitude of


Cambodian media entities. The purpose of the operation remains unclear. According to Mandiant, an American cybersecurity company and a subsidiary of Google, election monitoring could have been the rationale behind the operation. Possible destabilisation of Cambodia’s domestic situation could threaten China’s interests as Cambodia is one of Beijing’s key allies in the region. It is thus possible that China engaged in intelligence gathering to monitor political developments in the country and detect early signs of a potential political change. However, it cannot be ruled out that the intrusion was part of a larger operation.

In recent years, experts have noted an upward trend in incidents of China’s foreign interference. Although China does not necessarily engage in the most technically advanced attacks, the size of its talent pool, the resources it directs towards the operations and its persistence should be a source of concern. Over time, China is perfecting its techniques. According to CrowdStrike, in 2021, ‘China-nexus actors emerged as the leader in vulnerability exploitation.’ Even though China has mostly engaged in election-related cyber activity in the Asia-Pacific region where it was involved in 20 campaigns mostly targeting Hong Kong and Taiwan, it is possible that China will mimic TTPs elsewhere in the world. With China’s increasing global ambitions and the changing geopolitical landscape in the context of the increasing rivalry between the US and China and the recalibration of EU policy on China, Beijing’s stakes in the European elections are getting higher.


Furthermore, it has a documented history of cyber operations in Europe, including the targeting of European diplomatic corps. In the past, European institutions have suffered from cyberattacks perpetrated by China-backed hacking groups. Last year, Google’s Threat Analysis Group (TAG) detected phishing attempts by a Chinese hacking group called Mustang Panda targeting European entities. The e-mails contained malicious attached files with names such as ‘Situation at the EU borders with Ukraine.zip.’ According to TAG: ‘Targeting of European organisations has represented a shift from Mustang Panda’s regularly observed Southeast Asian targets.’\(^\text{194}\)

Compared to Russian operations which are designed to create noise, China’s attacks are meant to happen undercover.\(^\text{195}\) It is thus possible that a number of Chinese attacks have gone undetected, preventing cybersecurity experts or policymakers from drawing the whole picture of China’s malicious cyber activities.

2.3.5. Reflection

Even though Russia remains the number one cyber threat to the European democratic processes, both Russia and China represent credible cyber risks to the integrity of the 2024 European parliamentary elections. The recent history of their cyber activities on the continent shows that they both have capabilities and motivations to interfere through cyber tools in the electoral process. China-based threat actors have optimised and sophisticated their operations.\(^\text{196}\) They have become leaders in discovering and developing zero-day exploits.\(^\text{197}\) This could be linked to a Chinese regulation which entered into effect in September 2021 imposing the obligation on vendors to report zero-day vulnerabilities to the government.\(^\text{198}\)

The conflict in Ukraine transformed the cyber threat landscape giving rise to cyberattacks against Ukraine but also targeting governmental organisations across Europe which have provided assistance to Ukraine, in particular countries bordering Ukraine and NATO allies.\(^\text{199}\) DDoS attacks
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have been launched against Baltic states, Poland and other allies of Ukraine.\textsuperscript{200} The European Union Agency for Cybersecurity (ENISA) assesses that we will continue to see disruptive operations by nation state threat actors in the context of the war.\textsuperscript{201} Russia might become even bolder in its hostile cyber activity as it has little to lose in the current geopolitical situation. China, on the other hand, is likely to stick to covert operations. With the increasing geopolitical rivalry between the US and China, Beijing might be even more interested in steering the EU’s policy-making in its favour. Based on China’s pattern of behaviour across Asia-Pacific, China could engage in election-related cyber espionage during European elections to gather intelligence on policy stances of political candidates and political parties.

In recent months, experts have witnessed a rise in DDoS attacks as well as incidents using social engineering techniques such as phishing.\textsuperscript{202} This trend will likely continue in the months leading up to the European 2024 parliamentary elections. Similarly to the previous elections, we might see a wave of cyberattacks directed at government entities and media outlets.

Since the last elections, European institutions as well as national governments are better protected against cyber threats. In the changing geopolitical context, cyber security has become a priority for governments.\textsuperscript{203} The European Union has also taken steps to boost the bloc’s cyber resilience.\textsuperscript{204} In 2019, the EU’s Cyber Diplomacy Toolbox was set up allowing member states to collectively respond to cyber incidents. In 2020, the EU launched a new cyber security strategy. Increased defence cooperation within the framework of the Permanent Structured Cooperation (PESCO) led to the establishment of Cyber Rapid Response Teams (CRRTs). Together, these instruments have contributed to increasing the EU’s capacities to tackle cyber threats. However, remaining challenges include the scarcity of manpower trained in cyber security as well as the low awareness of cyber threats among political parties and candidates. According to ENISA’s analysis, the political campaigning process is the most susceptible to cyber security risks in the


election lifecycle. Political candidates and their staffers can easily fall victim to social engineering techniques and expose their campaigns to the risk of the ‘hack and leak’ scenario.

3. CONCLUSION

Europe has not escaped from attempts of external interference in its elections, as evidenced by the multiple cases expounded upon in this study. Additionally, the attractiveness of election interference as a relatively low-cost, high-impact method of interference ensures their continued use by malign foreign state and state-linked actors. Given this context, it is unreasonable to assume that the upcoming 2024 European elections will remain immune to attempts of election interference. While acknowledging the persistent threats, it's essential to recognize that there are safeguards in place to counter external interference in European elections, including enhanced information campaigns, election monitoring, and collaborative efforts with tech companies to detect and mitigate disinformation and cyberattacks.

The general aim of the interveners is to instil doubt and suspicion regarding the integrity of electoral systems and foster instability and division within societies. The European Parliament election is potentially susceptible in this context as it is composed of 27 elections spread across Europe. Early indicators have already emerged, such as a surge in DDoS attacks and incidents using social engineering tactics like phishing across Europe, bolstering the hypothesis that the European elections are attractive targets for malign foreign state and non-state actors. This is further compounded by the ongoing support extended to Ukraine by EU and NATO countries, effectively elevating Europe’s profile as a focal point for certain international actors.

As demonstrated by the study, electoral interventions manifest in diverse forms, often interconnected in practice. However, while more methods exist for election interventions, the authors selectively examined those they assess as the most plausible within the European election context. These methods include financial avenues such as the funding of political parties, politicians, and campaigns, as well as engaging in vote buying, incentivising voters, and leveraging diasporas on behalf of third countries. These direct approaches may be accompanied by orchestrated information manipulation campaigns conducted by malign foreign state and state-affiliated actors. Tactics include disseminating disinformation, employing typosquatting, and resorting to intimidation tactics against critical voices (including SLAPPs). Furthermore, malign foreign actors might even influence the voting process itself through ‘hack and leak’ campaigns, DDoS attacks, or compromising electoral infrastructure. It is crucial to recognise that the tactics employed for interference are not fixed – they undergo evolution over time, as malign actors derive inspiration from one another.

However, among these domains, the authors highlight financial instruments as particularly worrisome, whilst information manipulation assumes a central role in fomenting heightened social tensions and nurturing the seeds of public mistrust. In contrast, the feasibility of solely altering election outcomes through cyber operations remains doubtful. Moreover, the nature of these non-financial tactics inherently lends itself to plausible deniability. This characteristic contrasts with financial incentives, which frequently involve the recipient’s knowledge and active participation in accepting the loan, donation or other financial or in-kind benefit.

It is important to highlight that officials from various countries often refrain from disclosing explicit details regarding the methods employed by malign foreign actors in electoral interventions. The study thus relied on open-source material. Quite often the details of operations...
are obfuscated, and national authorities acknowledge only the existence of such attempts. Thus, cases of electoral interferences may well be more widespread.

In most major cases of information manipulation done by malign state and non-state actors and reported in Europe, initial information has surfaced from investigative NGOs, journalists, or academics. Only subsequently have the national governments initiated inquiries. It could also be suggested that, in certain scenarios, individuals privy to sensitive information, including government figures, may lack the authorisation to divulge their data or sources. As a result, they might strategically initiate targeted leaks, prompting the civil sector to disseminate the information instead.

The study revealed that both Russia and China have been active participants in election interferences across all three analysed dimensions. Given this pattern, the authors hold the view that it is probable that these two actors may engage in interferences during the 2024 European elections. In particular, Russia’s historical involvement in electoral interferences in Europe is noteworthy, driven by the goal of sowing discord and undermining transatlantic unity. In contrast, China’s engagement in European affairs is a relatively recent development, and its primary intervention focus has thus far been concentrated in the Asia-Pacific region.

In the short term, the more immediate threat may be posed by Russia, which has effectively harnessed financial incentives, information manipulation as well as cyber tools to intervene in elections. This capability has positioned Russia as a significant challenge, using sophisticated methods to manipulate elections for strategic gains. Comparatively, while China’s engagement in (chiefly) information manipulation within Western contexts has been growing, its endeavours have not reached the breadth, complexity, and impact of the Russian campaigns.

When it comes to leveraging financial incentives, Russia has demonstrated a more pronounced tendency to provide direct financial and in-kind support to political parties, candidates, and campaigns across Europe. In contrast, China’s approach in Europe has centred around geoeconomics, focusing on the promotion of initiatives like the Belt and Road initiative and its cooperative framework with Central and Eastern Europe (previously known as the 16+1 platform). China often employs a combination of rewards and punitive measures in its interactions with political representatives from various countries. Noteworthy is China’s strategic outreach for political influence, which frequently extends not only to national officials but also encompasses those at the provincial and municipal levels. This aspect accentuates the significance of these less-studied and regulated tiers within the electoral intervention landscape.

The attempts of exploitation of diasporic communities as a means of election intervention has been a notable aspect of China’s strategy in countries of Asia-Pacific, most notably in Australia and Canada. However, this tactic has been less conspicuous within the European context. Conversely, Russia has displayed a relatively restrained utilisation of this approach.

In the sphere of information manipulation campaigns centred around elections, Russia’s foremost goal is to sow discord, in accordance with its view of the current information landscape as an arena of active battleground with the West. This perspective frames the situation as an armed struggle that Russia must emerge victorious from. On the contrary, the aim of the actors linked to China in information manipulation campaigns has predominantly been to present China’s
authoritarian government in a favourable light. China’s campaigns have aimed to position China as a viable governance model, suppress criticism, and garner vocal support from foreign policymakers.

The distinctions between Russia and China become even more evident when studying disinformation campaigns. Russia-backed disinformation operations actively aim to influence the political landscape, sway public opinions, erode trust in democratic processes, and fuel divisive sentiments. Russia’s approach seeks to confound rather than convince. In contrast, China places a significant emphasis on discursive power, and within the European information space, a burgeoning network of Chinese state-affiliated actors work to amplify disinformation. In essence, China’s current approach to disinformation in Europe still leans more toward coercing rather than confounding.

This does not, however, mean that China’s tactics are less harmful. Apart from portraying China in a positive light, its disinformation strategy in Europe also aims to tarnish the US’ reputation and create division within the transatlantic partnership. To achieve these goals, Chinese state-affiliated entities have aligned themselves with Russian disinformation efforts, sometimes even endorsing assertions like the existence of ‘US biolabs in Ukraine’. In specific instances, China-originated disinformation serves both of its objectives, such as the contention that COVID-19 originated in the US rather than China.

Unlike Russia, China has not yet assumed the role of a major player in utilising disinformation as a weapon during European elections. Nevertheless, a convergence of factors, including Beijing’s interest in undermining the US-EU relationship and its track record of amplifying Russian disinformation, endows China with the capacity to evolve into a noteworthy concern over time.

In the realm of cyber-enabled election interventions, Russia poses a more immediate threat compared to other state actors. However, China emerges as a formidable contender with enduring potential. While Russia has primarily concentrated on election interventions, China has historically prioritised espionage, particularly intellectual property theft, whereas Iran and North Korea have predominantly engaged in cybercriminal activities. Despite these varied focuses, all four nations have been implicated in election-related cyber operations, earning them the collective label of the ‘Big Four’ in this arena.

Russian malicious cyber activities, including those aimed at election interventions, are characterised by audacious and high-risk behaviour, aiming to generate disruption and chaos. Russian hackers exhibit a brazen disregard for the possibility of apprehension. In contrast, China’s operations are meticulously designed for information gathering, with a paramount emphasis on avoiding detection. Some Chinese Advanced Persistent Threat (APT) groups have operated undetected for a decade while targeting critical systems. Although China may not consistently execute the most technologically advanced attacks, the extensive talent pool, substantial resource allocation, and unwavering persistence magnify its significance as a potential threat.

In conclusion, the spectrum of electoral interventions encompasses diverse methods, ranging from rudimentary to technologically advanced, rendering many avenues accessible to a wide array of malign foreign state and non-state actors. The intricate issue of attribution complicates matters, given the complexity and sensitivity surrounding identifying the culprits. The adeptness
of these actors in concealing their origins compounds the challenge, particularly in cyber-enabled election interventions where false flag operations are frequently employed to obfuscate true authorship.

A different sort of challenge lies in the realm of information manipulation where the line between free speech and spreading misinformation and disinformation may be thin. While legislative measures can act as an initial layer of defence for the European landscape surrounding elections, their efficacy hinges on a collaborative effort encompassing society as a whole. A solution lies in further enhancing the transparency and resilience of election processes within the European Union. Simultaneously, increasing the costs for those who seek to intervene could deter their efforts. Ultimately, safeguarding the integrity of European elections necessitates a multifaceted strategy that engages all sectors of society.
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Malign foreign state and non-state actors employ intricate strategies to manipulate elections, including in Europe. This study sets out the toolbox of malign actors affecting the EU. It delves into financial incentives, information manipulation, and cyber interventions, all while spotlighting Russia and China’s roles.